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DATA PROTECTION POLICY
[bookmark: _Toc154833818]Introduction
Padworth Village Hall (PVH) is committed to respecting people’s privacy and keeping personal information safe.

We only collect and hold small amounts of personal information that are necessary to manage the hall, such as bookings, finances, and committee business. We do not sell data, carry out marketing profiling, or process data for commercial purposes. All personal data is kept and used only within the UK.

PVH is the Data Controller for any personal data it holds. This means the Management Committee is responsible for deciding what data is held and how it is used.  All committee members, volunteers, and anyone acting on behalf of PVH must follow this policy.

[bookmark: _Toc154833819]What personal data we hold and why
We may hold basic personal information such as:
· Names
· Addresses
· Email addresses
· Telephone numbers
· Booking and payment records
· Committee minutes
· Accident records
· Event photographs (where appropriate consent is given)

We only collect personal data where it is needed for:
· Managing and hiring the hall
· Communicating with hirers, volunteers, and contractors
· Running events and activities
· Managing finances and legal obligations
· Keeping people safe

We do not knowingly collect unnecessary or excessive data.

Legal basis
We follow the UK General Data Protection Regulation (UK GDPR) and the Data Protection Act 2018.
We collect and use personal data lawfully, fairly, and transparently. Where consent is needed, we will ask for it clearly. Sensitive personal data is only collected where absolutely necessary and with explicit consent.

PVH does not transfer personal data outside the UK.
Keeping data accurate and up to date
We take reasonable steps to ensure personal information is:
· Accurate
· Kept up to date
· Corrected or removed if it is wrong or no longer needed

Where possible, initials rather than full names will be used in public documents such as minutes.

How long we keep data
We keep personal data only for as long as necessary:
· Booking and correspondence records: deleted when no longer required
· Financial records: kept for up to 7 years
· Accident records: stored securely as required
· Minutes and legal documents: kept permanently
· Employee records: kept indefinitely where legally required

When data is no longer needed, it is securely destroyed.

Access to personal data
Access to personal data is limited to:
· Members of the PVH Management Committee
· Volunteers or staff who need it for their role

Everyone with access is expected to handle data responsibly and confidentially.

Your rights
Individuals have the right to:
· Know what personal data we hold about them
· Ask for a copy of their data (Subject Access Request)
· Ask for incorrect data to be corrected
· Ask us to stop using their data in certain situations

Requests must be made in writing or by email.  We will respond within 30 days.
Proof of identity may be required before releasing information.

Subject Access Requests (SARs)
All requests should be sent to the Data Protection contact listed below.
We may refuse or limit access where releasing data would:
· Affect another person’s privacy
· Interfere with a legal or safeguarding matter
Any refusal will be explained clearly.

Data security
We take reasonable steps to protect personal data, including:
Emails
· Important emails are stored securely
· Unnecessary emails containing personal data are deleted
· BCC is used for group emails where appropriate
Phones
· Personal information is not shared unless the caller’s identity is clear
· If unsure, information will not be given out
Computers and devices
· Password protection is used
· Devices are locked when unattended
· Portable devices are kept secure and never left overnight in vehicles
Storage
· Paper records are stored securely
· Digital records are password protected
· Old computers or devices are wiped before disposal

 Photographs
PVH may use general photographs of events for publicity.
· Photos of children are not used without parental consent
· Notices will be displayed at events where photos may be taken
· Individuals may opt out at any time
· Hirers are encouraged to follow this approach

 Sharing data with others
We only share personal data when:
· Required by law
· Necessary to protect someone’s vital interests
· The individual has already made the information public
· Legal advice or proceedings require it

We do not share data for marketing or unrelated purposes without consent.

 Responsibilities
All committee members and volunteers must:
· Follow this policy
· Keep personal data secure
· Report any concerns or data breaches immediately

Failure to follow this policy may result in action being taken.

Data Protection Contact
Data Protection Officer, but the named contact is:
Name: Jacky Jones (Treasurer)
Email:  info@padworthvillagehall.co.uk

[bookmark: _Toc154833824]Policy Adoption and Review
This policy was adopted by the Padworth Village Hall Committee at the Annual General Meeting 2022 and will be reviewed annually thereafter.

Last reviewed January 2026
Signed 





On behalf of PVH Committee
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