Privacy and GDPR Policy
 
Introduction
Barry Town Council needs to collect and use certain types of personal information to operate effectively. This includes information on current, past and prospective employees, Members, suppliers, clients / customers, residents, tenants, partners and others with whom it communicates. 
The Council regards the lawful and proper treatment of personal information as being fundamental to the effective delivery of its objectives and is key to the maintenance and confidence between the Council and the public it serves. There have been significant changes to Data Protection, including the addition of GDPR in 2018 and the Data (use and access) Act 2025. 
This Privacy Notice explains how and why the Council uses information about you and the ways in which we protect your privacy, it explains how you can access your information what new rights you have in relation to information and how to exercise those rights.
The GDPR creates some new rights for individuals and strengthens some of the rights that currently exist under the DPA. 

Individual Rights
The Council regards individuals’ rights as fundamental to its citizens and therefore endorses the enhancement of individual data rights as set out in the legislation. All requests for personal information will be dealt with in accordance with the individual’s statutory rights. Queries regarding the Council’s processing of personal data will be dealt with promptly and courteously.
The GDPR provides the following rights for individuals:

 1. The right to be informed
2. The right of access
3. The right to rectification
4. The right to erase
5. The right to restrict processing
6. The right to data portability
7. The right to object
8. Rights in relation to automated decision-making and profiling, you can ask for human intervention or challenge a decision
9. The right to withdraw consent at any time where the processing is based on consent. 
 
To exercise any of these rights please contact us by: 
Chief Officer
Barry Town Council
Town Hall, King Square
Barry. CF63 4RW
 
01446 738663
info@barrytowncouncil.gov.uk

Other data controllers the council works with
Barry Town Council sometimes works with other data controllers, including:
· Local authorities such as the Vale of Glamorgan Council
· Community groups
· Charities
· Other not for profit entities
· Contractors
· Credit reference agencies
We may need to share your personal data we hold with them so that they can carry out their responsibilities to the council.  If we and the other data controllers listed above are processing your data jointly for the same purposes, then the council and the other data controllers may be “joint data controllers” which means we are all collectively responsible to you for your data. Where each of the parties listed above are processing your data for their own independent purposes then each of us will be independently responsible to you and if you have any questions, wish to exercise any of your rights (see below) or wish to raise a complaint, you should do so directly to the relevant data controller.

What is Personal Data?
Any information relating to an identifiable natural person who can be directly or indirectly identified in particular by reference to an identifier.
This includes:
· Names
· Addresses
· date of birth
· Age
· Personal details
· family details
· lifestyle and social circumstances
· goods and services
· financial details
· employment and education details,
· housing needs
· visual images, personal appearance and behaviour
· licenses or permits held
· student and pupil records
· business activities
· other case file information
In some instances we process special categories or personal data these are defined by law and are:
Personal data revealing racial or ethnic origin, political opinions, religious or philosophical beliefs, or trade union membership, and the processing of genetic data, biometric data for the purpose of uniquely identifying a natural person, data concerning health or data concerning a natural person’s sex life or sexual orientation.
 
Why we use personal information?
We process personal information to enable us to provide a range of government services to local people, businesses and others which include:
· delivery of services,
· supporting you,
· dealing with concerns and complaints,
· maintaining our own accounts and records
· supporting and managing our employees
· promoting the services we provide
· marketing our local tourism
· carrying out health and public awareness campaigns
· managing our property
· providing leisure and cultural services
· carrying out surveys
· administering the assessment and collection of taxes and other revenue including benefits and grants
· local fraud initiatives
· crime prevention and prosecution offenders including the use of CCTV
· corporate administration and all activities we are required to carry out as a data controller and public authority
· undertaking research
· internal financial support and corporate functions
· managing archived records for historical and research reasons
· data matching under local and national fraud initiatives

Lawful Processing
Personal information will only be processed where there is a lawful basis for doing so. There are six available lawful bases for processing.
We process your information lawfully in compliance with one or more of the following:
 
(a) Your Consent
(b) Necessary for the performance of a Contract
(c) Necessary to comply with the law: Legal obligation
(d) Vital interests: the processing is necessary to protect someone’s life
(e) Public task: the processing is necessary to perform a task in the public interest or in the exercise of official authority
(f) Legitimate interests: the processing is necessary for legitimate interests or the legitimate interests of a third party unless there is a good reason to protect the individual’s personal data which overrides those legitimate interests (this does not apply to a public authority processing data to perform official tasks.)
 
We process special category data in compliance with one or more of the following as set out in the GDPR:
(a) the data subject has given explicit consent to the processing of those personal data for one or more specified purposes, except where Union or Member State law provide that the prohibition referred to in paragraph 1 may not be lifted by the data subject;
(b) processing is necessary for the purposes of carrying out the obligations and exercising specific rights of the controller or of the data subject in the field of employment and social security and social protection law in so far as it is authorised by Union or Member State law or a collective agreement pursuant to Member State law providing for appropriate safeguards for the fundamental rights and the interests of the data subject;
(c) processing is necessary to protect the vital interests of the data subject or of another natural person where the data subject is physically or legally incapable of giving consent;
(d) processing is carried out in the course of its legitimate activities with appropriate safeguards by a foundation, association or any other not-for-profit body with a political, philosophical, religious or trade union aim and on condition that the processing relates solely to the members or to former members of the body or to persons who have regular contact with it in connection with its purposes and that the personal data are not disclosed outside that body without the consent of the data subjects;
(e) processing relates to personal data which are manifestly made public by the data subject;
(f) processing is necessary for the establishment, exercise or defence of legal claims or whenever courts are acting in their judicial capacity;
(g) processing is necessary for reasons of substantial public interest, on the basis of Union or Member State law which shall be proportionate to the aim pursued, respect the essence of the right to data protection and provide for suitable and specific measures to safeguard the fundamental rights and the interests of the data subject;
(h) processing is necessary for the purposes of preventive or occupational medicine, for the assessment of the working capacity of the employee, medical diagnosis, the provision of health or social care or treatment or the management of health or social care systems and services on the basis of Union or Member State law or pursuant to contract with a health professional and subject to the conditions and safeguards referred to in paragraph 3;
(i) processing is necessary for reasons of public interest in the area of public health, such as protecting against serious cross-border threats to health or ensuring high standards of quality and safety of health care and of medicinal products or medical devices, on the basis of Union or Member State law which provides for suitable and specific measures to safeguard the rights and freedoms of the data subject, in particular professional secrecy;
(j) processing is necessary for archiving purposes in the public interest, scientific or historical research purposes or statistical purposes in accordance with Article 89(1) based on Union or Member State law which shall be proportionate to the aim pursued, respect the essence of the right to data protection and provide for suitable and specific measures to safeguard the fundamental rights and the interests of the data subject.
 
Please note that the Data Protection Act makes alternations to these and accordingly should be read in conjunction. 
 
Recipients of Information
In order to provide services it is sometimes necessary to share information. For instance a relative may contact the Council in relation to a person who cannot. 

Sometimes we have a legal duty to provide information. 
· To protect a child
· For the detection and prevention of crime/fraudulent activity;
· or if there are serious risks to the public,
· to protect adults who are thought to be at risk, for example if they are frail, confused or cannot understand what is happening to them.
· We may also share your information internally with other Council departments if there is a legitimate reason for doing so.
In doing this we will comply with all aspects of the data protection act. What follows is a description of the categories we may need to share some of the personal information with. Of course not all information will be shared will all of these it is only what is necessary in respect of the service being provided.
· family, associates or representatives of the person whose personal data we are processing
· current past and prospective employers
· healthcare, social and welfare organisations
· educators and examining bodies
· Consortiums and shared services
· providers of goods and services
· customers
· financial organisations
· debt collection and tracing agencies
· private investigators
· service providers
· local and central government
· ombudsman and regulatory authorities
· press and the media
· professional advisers and consultants
· courts and tribunals
· trade unions
· political organisations
· professional advisers
· credit reference agencies
· professional bodies
· survey and research organisations
· police forces
· voluntary and charitable organisations
· religious organisations
· students and pupils including their relatives, guardians, carers or representatives
· data processors
· other police forces, non-home office police forces
· regulatory bodies
· courts, prisons
· customs and excise
· local and central government
· international law enforcement agencies and bodies
· security companies
· partner agencies, approved organisations and individuals working with the police,
· licensing authorities
· service providers
· press and the media
· healthcare professionals
· current past and prospective employers and examining bodies
· law enforcement and prosecuting authorities
· legal representatives, defence solicitors
· police complaints authority
· the disclosure and barring service
· healthcare professionals
· Consortium Education Services
Where we have arrangements with commercial companies to process personal information on our behalf, there is a contract, memorandum of understanding or information sharing protocol in place to ensure that the organisation complies with data protection law.
 
It may sometimes be necessary to transfer personal information overseas. When this is needed information may be transferred to countries or territories around the world. Any transfers made will be in full compliance with all aspects of the data protection act.
 
How do we keep information secure?
We will take appropriate steps to make sure we hold records about you (on paper and electronically) in a secure way, and we will only make them available to those who have a right to see them.  Our security includes:
· Encryption
· Access controls on systems
· Security training for all staff
· Guidance for staff in how to safeguard information
 
How long do we keep your personal information?
We will keep some records permanently if we are legally required to do so.  We may keep some other records for an extended period of time. For example, it is currently best practice to keep financial records for a minimum period of 8 years to support HMRC audits or provide tax information.  We may have legal obligations to retain some data in connection with our statutory obligations as a public authority. The council is permitted to retain data in order to defend or pursue claims. In some cases the law imposes a time limit for such claims (for example 3 years for personal injury claims or 6 years for contract claims). We will retain some personal data for this purpose as long as we believe it is necessary to be able to defend or pursue a claim.  In general, we will endeavour to keep data only for as long as we need it. This means that we will delete it when it is no longer needed.
You have the right to request that the stop processing your personal data in relation to any council service. However, if this request is approved this may cause delays or prevent us delivering a service to you. Where possible we will seek to comply with your request but we may need to hold or process information in connection with one or more of the Council’s legal functions.
 
Contacts
The Council’s Data Protection Officer can be contacted at:
 
The Data Protection Officer
Barry Town Council
Town Hall, King Square
Holton Road
Barry
Vale of Glamorgan
CF63 4RW

01446 738663
info@barrytowncouncil.gov.uk

Changes to this notice
We keep this Privacy Notice under regular review and we will place any updates on this web page www.barrytowncouncil.gov.uk
This Notice was last updated in June 2025.

